Broadband Cellular Bonding Router

How to Build Bonding Server by AWS EC2

For AMls
V1.0.2, May 9, 2024

1. Click https://aws.amazon.com, sign in and verify your account, or you need to create a AWS account.
Free tier: In your first year includes 750 hours of t2.micro (or t3.micro in the Regions in which t2.micro is unavailable) instance usage
on free tier AMIs per month, 750 hours of public IPv4 address usage per month, 30 GiB of EBS storage, 2 million IOs, 1 GB of
snapshots, and 100 GB of bandwidth to the internet.

a. Select the most appropriate region for your requirements. Region selection —top right, near your account, this guide select
the Singapore region as example.

B & @ @

US East (N. Virginia) us-east-1
US East (Ohio) us-east-2
US West (N. California) us-west-1

US West (Oregon) us-west-2

Africa (Cape Town)

Asia Pacific (Hong Kong) ap-east-1
Asia Pacific (Hyderabad) ap-south-2
Asia Pacific (Jakarta) ap-southeast-3
Asia Pacific (Melbourne) ap-southeast-4
Asia Pacific (Mumbai) ap-south-1
Asia Pacific (Osaka) ap-northeast-3

Asia Pacific (Seoul) ap-northeast-2
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b. Pull down the Services or search EC2, then click the EC2,

Recently visited

Compute

Favorites

All services AWS App Runner

Build and run production web applications at scale

Batch

Fully managed batch processing at any scale

Analytics
Application Integration
Blockchain EC2

Virtual Servers in the Cloud

Business Applications

Cloud Financial
Management

EC2 Image Builder

A managed service to automate build, customize and deploy OS images

Elastic Beanstalk

Containers Run and Manage Web Apps

Customer Enablement
Lambda

Run code without thinking about servers

Database

Developer Tools

c. Launch instance

Services ¥

@ New EC2 Experience

Tell us what you think X
Resources
EC2Z Dashboard
Events . . . . e e .
You are using the following Amazon EC2 resources in the Asia Pacific (Singapore) Region:
Tags
Instances (running) 1 Dedicated Hosts [} Elastic IPs
Limits -
Instances Instances (all states) 1 Key pairs 1 Load balancers
Instances Placement groups 0 | Security groups 2 Snapshots
Instance Types
Volumes 1

Launch Templates
Spot Requests
Savings Plans
Reserved Instances

Dedicated Hosts

Capacity Reservations

Images

AMIs

- Eleaio Blaol Ctmen

Launch instance Service health

To get started, launch an Amazon EC2 instance, which is a virtual server in the Region
cloud. Asia Pacific (Singapore)
Note: Your instances will launch in the acific (Singapore) Regio

Zone status

|

Sti

©
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d. click the Browse more AMIs

Ei2 > Instances » Launch an instance

Launch an instance i

Amazon EC2 allows you to create virtual machines, or instances, that run on the AWS Cloud. Quickly get started by

following the simple steps below.

Name and tags info

Name

Bonding Server ‘ Add additional tags

v Application and OS Images (Amazon Machine Image) info

An AMI is a template that contains the software configuration (operating systemn, application server, and
applications) required to launch your instance. Search or Browse for AMIs if you don't see what you are looking for

below

Q, Search our full catalog including 1000s of application and OS images

My AMIs Quick Start
Amazon macos Ubuntu Windows Red Hat || SUSELI Q
Linux
> Browse more AMIs
EIWE'!J ‘_, ubuntu?® =l Microsoft ‘mm (9‘ Including AMIs from
Mac SuUs AWS, Marketplace and
the Community

by type Mine Bonding Server
and search it, then click the community AMls to select the correct one,

Choose an Amazon Machine Image (AMI)

An AMI is a termplate that contains the software system, server, and
required to launch your instance. You can select an AMI provided by AWS, our user or the AWS or
you can sehict one of your own AMIs,

Selected AML: {ami-05b46bcd 527cF9d99) (Quickstart AMIs)

r Mine Bonding Server e b s | v |
e ——— o
T—
Quickstart AMis (0} My AMIs {0} AWS Marketplace AMIs (5678) Community AMis (1)
Commanly used AMia Created by me AWS & trusted third-party AMis Published by anyane

Refine results Mine Bonding Server (1 filtered, 1 unfiltered)

Clear all filters

¥ Operating system

Community AMIs
Community AMis contain all AMIs that are public, therefore anyone can publish an AMI and it will show in this catalog. This catalog can also contain pa
ensure you know and trust the publisher before launching an AMI.

ucts. When wsing community AMIS it is best practice to

¥ Linux/Unix

- il Mine Bonding Server
1 AL Lirvu Uiz i
ami-02bec2BecdTa5 58207
= aws o E=a
] Comos e Mine Bonding Server
[ Debian OwnerAlias Platform: Other Unux  Avchitectunes sl 64 Ownen 967630219845 Publish date: J024-01-22  Mootdevice typesebe  Virualiation:bvm  CNA enabled: Yes

[} Fedora



e. Create new key pair or select the exist Key pair if you have.
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Private key file format based on your demand, you can choose .pem or .ppk to download and save it, you may need use

it to login the bonding server.
For windows pc by putty — select the ppk would be better.

Q, Mine Bonding Server

AMI from catalog My AMIs Quick Start

Amazon Machine Image (AMI)

Mine Bonding Server
ami-02bc28ccd7a558207

Catalog Published Architecture
Community 2024-01- xB6_64
AMIs 22T01:58:38.00

0z

Q

Browse more AMIs

Including AMIs from
AWS, Marketplace and
the Community

Virtualization Root device type  EMA Enabled

hvm ebs

Yes

¥ Instance type info | Get advice

Instance type

t2.micro

Family:t2 1vCPU 1 GiB Memory Current generation: true
On-Demand Linux base pricing: 0.0146 USD per Hour
On-Demand Windows base pricing: 0.0192 USD per Hour
On-Demand RHEL base pricing: 0.0746 USD per Hour
On-Demand SUSE base pricing: 0.0146 USD per Hour

Free tier eligible

Additional costs apply for AMIs with pre-installed software

(» All generations

Compare instance types

v Key pair (login) info

You can use a key pair to securely connect to your instance. Ensure that you have access to the selected key pair

before you launch the instance.

Key pair name - required

Select

C |Create new key pair
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Create key pair X

Key pair name
Key pairs allow you to connect to your instance securely.

20240508

The name can include up to 255 ASCIl characters. It can't include leading or trailing spaces.

Key pair type
O RSA () ED25519
RSA encrypted private and public key ED25519 encrypted private and public
pair key pair

Private key file format

0O .pem
For use with OpenSsH

O .ppk

For use with PuTTY

/A\ When prompted, store the private key in a secure and accessible location on
your computer. You will need it later to connect to your instance. Learn
more [A
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f. Network settings — click the Edit to set Inbound rules, you can open all the ports or per your needs.
By Add security group rule to open more ports. Our bonding server need to open TCP ports 22 for SSH, port 54321 for
the bonding server admin panel, port 54322 for aggregating traffic.

v Network settings info

v Network settings info

VPC - required  Info

vpc-604d1004 (default) _ 'S
17231.0.0/16

Subnet  Infa

Mo preference v (& Create new subnet [A

Auto-assign public IP |info

Enable v

Additional charges apply when outside of free tier allowance

Firewall (security groups)  Infa

A security group is a set of firewall rules that control the traffic for your instance. Add rules to allow specific traffic to reach your
instance.

O Create security group () Select existing security group

Security group name - reguired

launch-wizard-1

This security group will be added to all network interfaces. The name can't be edited after the security group is created. Max length is
255 characters. Valid characters: a-z, A-Z, 0-9, spaces, and ._-/()#@[]+=&{}'%*

Description - required  Info

For Bonding Serve

Inbound Security Group Rules

¥ Security group rule 1 (TCP, 22, 0.0.0.0/0)

Type Info Protocol Infa Portrange Info

‘ ssh L4 ‘ TCP 22

Source type  Info Source  Info Description - optional  Info
‘ Anywhere v ‘ Add CIDR, prefix list or security e.g. S5H for admin desktop

A Rules with source of 0.0.0.0/0 allow all IP addresses to access your instance. We recommend setting ¢
security group rules to allow access from known IP addresses only.

Add security group rule
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v Security group rule 1 (TCR 22, 0.0.0.0/0}

Type Info Protocol  Info

‘ ssh v ‘ TCP

Source type  Info Source  Info

‘ Anywhere v ‘ Add CIDR, prefix list or security

v Security group rule 2 (TCR, 54321, 0.0.0.0/0)

Type Info Protocol  Info

‘ Custom TCP v ‘ TCP

Source type  Info Source  Info

H Anywhere v ‘ Add CIDR, prefix list or security

v Security group rule 3 (TCP 54322, 0.0.0.0/0)

Type Info Protocol  Info

‘ Custom TCP v ‘ TCP

Source type  Info Source  Info

| Amywhere v | Add CIDR, prefix list or security

Remove

Port range Info

22

Description - optional  Info

e.g. 55H for admin desktop |

Port range Info
54327 |

Description - optional  Info

‘ e.q. 55H for admin desktop |

Portrange  Info
54322 |

Description - optional  Info

| e.g. 55H for admin desktop |

security group rules to allow access from known IP addresses only.

A Rules with source of 0.0.0.0/0 allow all IP addresses to access your instance. We recommend setting

Add security group rule
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You can skip this page — for the inbound security groups rules, you can change them after the EC2 created.

Comnect | [ imstancesate v | [_ctions | [N ©

Instances (1/1) o

|Q Find Instance by attribute or tag (case-sensitive) ‘ ‘Altslat& v‘ <1 >
Name 7 v | Instance ID | Instancestate ¢ | Instancetype ¥ | Statuscheck | Atarmstatus | AvailabilityZone ¥ | Public IPv4 DNS v | PubliclPva... ¥ | ElasticIP | 1PveIPs v | M
| Bonding Server i-09921¢34341b8d961 @Ruming @ @  t2micro @ 2/2 checks passed  Viewalarms +  ap-southeast-1b ec2-52-77-249-158.2p-... R LE T - dit
= v
i-09921c34341b8d961 (Bonding Server) & X
Details | StatusandalarmsNew | Monitoring | Security Networking Storage Tags
v Security details
IAM Role Owner ID Launch time
- [P 967639219845 ‘Wed May 08 2024 13:01:35 GMT+0800 (China Standard Time)
Security groups
|j 5g-0e39¢84db347d8b31 (launch-wizard-1)
w Inbound rules
‘Q Filter rules | < 1>
Name | security group rule ID | Portrange | Protocol Source | security groups | Deseription
- 5gr-04¢79126b542f39d6 22 TCP 0.0.0.0/0 launch-wizard-1 [7 -
v Outbound rules
‘Q Filter rules | <1 >
Name | security group rule ID | Portrange | Protocol Destination | security groups Description
- 5gr-0d1463495084¢f960 All All 0.0.0.0/0 launch-wizard-1 [7 -
EC2 » Security Groups » sg: 17d8b31 - L h-wizard-1
sg-0e39c84db947d8b31 - launch-wizard-1
Details
Security group name Security group 1D Description VPCID
launch-wizard-1 5g-0e39c84db947d8b31 For Bonding Server vpc-604d1004 [7
Owner Inbound rules count Outbound rules count
(J 967639219845 1 Permission entry 1 Permission entry
Inbound rules Outbound rules Tags
Inbound rules (1) Manage tags bound rules
Q Search ‘ <1 > @
m] Name v Security group rule... ¥ IP version v | Type v | Protocol v | Portrange v | source v | Description v
(m} - sgr-04c79126b542f39d6 1Pud SSH TCP 22 0.0.0.0/0 -
EC2 3 Secunty Groups 3 5 Fd&iE1 - Laanct 31 3 rules
Edit inbound rules .
inbouric rules control the incoming traffic that's allowed 1o reach the imtance
Inbound rules o
Security group rule ID Type info Pratocel nfs Portrange  info Souree o Deseription - aptional infe
0008 7912605320 3906 sh v | T 2 [ custam *| |a | | Tk |
0000/ %
1
Cusstom TR vl TeR 54321 | !mwwolm v ] | | Delete |
!
[e000m x |
A Fudes with sounce of (OO0 of =0 allow all IP addeteses 10 A006ES yOur instance. e o rube o okl T 1P el b3

Cancel | Preview changes l:l
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g. Launch Instance — click the launch instance, after instance created, click the instance ID

¥ Security group rule 1 (TCR, 22, 0.0.0.0/0}

Type Info Protocol  Info Port range  Info

‘ ssh v ‘ TCP 22

Source type  Info Source  Info Description - optional  Info
‘ Anywhere v ‘ Add CIDR, prefix list or security e.g. 55H for admin desktop

/A Rules with source of 0.0.0.0/0 allow all IP addresses to access your instance. We recommend setting 3
security group rules to allow access from known IP addresses only.

Add security group rule

R R R

Storage (volumes)
1 volume(s) - 8 GIB

® Free tier: In your first year includes X
750 hours of t2.micro (or t3.micro in
the Regions in which t2.micro is
unavailable) instance usage on free
tier AMIs per month, 750 hours of
public IPv4 address usage per
maonth, 30 GiB of EBS storage, 2
million 10s, 1 GB of snapshots, and
100 GB of bandwidth to the
internet.

Cancel Launch instance

ECZ » Instances » Launch an instance

() Success

Successfully initiated launch of instance (i-09921c34341b8d961)

h. Start & Stop or Terminate EC2

To reduce costs (new user with 1 year free tier), you can stop your instance when it's not in using. Keep in mind that

when you restart the instance, its public IPv4 address will change. To maintain a consistent IP address for your BONDING

server, ensure it matches the EC2 instance's IP after each restart. Terminate instance means delete your bonding server.

Instances (1/1) info

‘ Connect ‘ Instance state & ‘ 4

| Q, Find Instance by attribute or tag (case-sensitive) ‘ ‘ All states ¥ ‘
| Instance ID = i-09921c34341b8d961 | I% | | Clear filters ‘
Reboot instance
Name # v Instance ID ‘ Instance state v ‘ Instance type ¥ ‘ Status check Alarm status | Availability Zone w Public IPv4 DNS v
I I Bonding Server i-09921c34341b8d961 @ Running @ Q t2.micro @ 2/2 checks passed  View alarms + ap-southeast-1b ec2-52-77-249-158.ap-... Terminate instance

Stop instance

To check your server port open status, such as 54321,54322 ports status by https://dnschecker.org/port-scanner.php

SCAN PORT

Domain / IP

52.221

Port Type

Custom Ports

Ports

22,54321,54322



https://dnschecker.org/port-scanner.php
https://dnschecker.org/port-scanner.php

